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• SaaS Backup for O365

• Purpose Build Backup Appliance

• Business Continuity with Resiliency Platform

• IT Analytics with Chargeback and Capacity Planning 

Agenda



Office 365 Backup



2 types of data protection journeys are happening with the move 
to Office 365
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Data 
protected 

Data not 
protected

Protected 
journey

Risky 
journey

Why are customers taking a risky 
journey with Office 365?

1. Belief that data protection is 
included

2. Belief that native data protection 
capabilities are good enough



Microsoft states YOU are responsible for your data
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You are solely responsible for the content of 
all Customer Data…Microsoft does not and 

will not assume any obligations with respect 
to Customer Data…

Source: https://portal.office.com/Commerce/Mosa.aspx

Section 1d of the Microsoft Online 
Subscription Agreement

Source: https://blogs.msdn.microsoft.com/azuresecurity/2016/04/18/what-does-shared-
responsibility-in-the-cloud-mean/

https://portal.office.com/Commerce/Mosa.aspx
https://blogs.msdn.microsoft.com/azuresecurity/2016/04/18/what-does-shared-responsibility-in-the-cloud-mean/


Office 365 native data protection is limited and relying on it 
comes with risk
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• 14 days retention default 
for Exchange

• 93 days retention default 
for OneDrive and 
SharePoint

• Possibility of permanently 
deleted data earlier than 
default periods

Doesn’t keep deleted 
data for long

2

• Designed to preserve data 
for eDisc purposes

• 20 minute complicated 
process to restore files

• Creates liabilities and 
increases costs

Litigation Hold is not 
a practical backup
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• No point-in-time restores 
for Exchange

• Only up to 30 days and no 
granular recovery for for 
OneDrive/SharePoint

• Difficult to find deleted 
data in site collection 
recycle bin

Restores are limited41
Doesn’t make a 
second copy

• Doesn’t achieve 3-2-1 
backup strategy

• Doesn’t protect from 
ransomware
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Exchange Online: Email, Calendar, Contacts, Tasks, Notes, In-

place archive, Public Folder

OneDrive for Business: Full account, Folders, Files

SharePoint Online: Site Collections, Subsites, Lists, Folders, 

Files, Permissions, Columns, Content Types, Document Libraries

Groups & Teams: Conversations, Calendar, Files, Notebook, 

Planner, Modern Team Sites, Channels (wiki and chat)

SaaS Backup

SaaS 
workload

SaaS 
workload

Backup

Restore

Data flow eml, ppt, xls, 
ics, etc.

Comprehensive, quick and simple backup

Setup: 2 minute setup, 3 step process

Backup: Automatic backups, up to 6 times a day

Restore: Multiple restore options, seconds to restore

Other features: nothing to install/deploy, automatic upgrades, 

role-based access control, set retention according to retention policy, 
email alerts

Comprehensive Office 365 data protection and more
SaaS Backup



SaaS Backup offerings
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Office 365 Backup

• Emails
• Calendar
• Contacts
• Tasks
• Shared mailbox
• In-place archive
• OneDrive
• SharePoint
• Groups & Teams
• Public folders

G-Suite Backup

• Emails
• Calendar
• Tasks
• Google drive
• Team drive
• Sites
• Docs

Salesforce Backup

• Accounts
• Contacts
• Leads
• Opportunities
• Activities
• Notes
• Cases
• Campaigns
• Customer fields on 

the above

Hosted service
No hardware purchase required or 
software to install

Unlimited Storage
Save on storage costs

Unlimited retention
Retain data beyond SaaS vendor data 
retention limits

Per user, subscription based
Aligns to SaaS application vendors



Purpose Build Backup Appliance
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Veritas NetBackup Appliances
Customer and Analyst Validation

MQ Leader

14x
Market Share

#1
Customers

30,000+



The Value of Veritas Appliances:
Optimized Integration

NetBackup  Software

Security Software

Hardened Operating System

Veritas Infoscale Storage Management

NetBackup Integrated Appliances

NetBackup 
Appliance 
Software 
Stack

Optimized 
Hardware 
Infrastructure



NetBackup Appliances

Veritas Flex Appliances
Veritas NetBackup 

Appliances NetBackup Virtual Appliances

NetBackup Access LTR 
Appliances

Consolidate at the core 
and protect at the edge

Optimized performance, 
fully featured NetBackup

Appliance ease of use for 
virtual environments

Cost effective, scalable 
long term retention



NetBackup 5240 Appliance

Flex 5150 Appliance

NetBackup Virtual Appliances

Scalable usable capacity from 27 to 294 TB

Throughput for multiple demanding workloads

Up to 14TBs

Compact 1U form-factor

Scalable capacity to 250TB

Versatile configuration options

Protection for the 
Small and Medium 
Enterprise

▪ Cost Effective Integrated 
NetBackup Solutions

▪ Multiple capacity and 
performance options for diverse 
use cases



Cost Effective, Compact 1U form-factor

Easy deployment and upgrades with Flex Platform

Leverage existing virtual environments

Quickly download and deploy in remote locations

Enterprise Data 
Protection at the 
Edge NetBackup Virtual Appliance for 

Remote Office

▪ Complete Integrated NetBackup System

▪ Efficiently replicate to the Central Data 
Center and the Cloud

▪ Easily support with limited IT resources

Flex 5150 Appliance



Near-primary storage performance at the cost 
of tape and cloud

Complete integration with NetBackup for ease 
of use storage efficiency

Reduce RPO/RTO

Long-Term Retention

▪ Complete Integrated NetBackup System

▪ Efficiently replicate to the Central Data 
Center and the Cloud

▪ Easily support with limited IT resources

Access 3340 Appliance



Veritas
Appliance

Family

Access 3340
Long-term retention, 
tap replacement and 

backup archiving.

Veritas Flex 5150
Enterprise protection

for the edge’

NetBackup Virtual Appliances
Protection for remote offices

and the virtualized enterprise.

NetBackup Cloud Catalyst
Efficiently move NetBackup

deduped data into/out of
public and private clouds.

NetBackup 5340 
Veritas Flex 5340 

High-performance protection for
enterprise workloads. Large capacity, high 

throughput and high availability.

NetBackup 5240
Protection for small or

medium workloads.



NetBackup Appliances

24x7 AI/ML Predictive
Support

500+ data sources

60+ cloud connectors

2,000+ global
patents

Recognized Leadership
14x MQ Leader #1 Market Share



99% of
Fortune 100

86% of
Fortune 500



Veritas Resiliency Platform

Business Continuity with Resiliency Platform
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Veritas Resiliency Platform 
What Makes Us Different 

20

Centralized management console 

Get business back online fast 

Built-in task automation & 
orchestration

Business-level reporting 

Built-in encryption and deduplication



PREDICTABILITY : Meet ALL Recovery Time Objectives 
(RTOs) and Recovery Point Objectives (RPOs)

MOBILITY: Single-click workload mobility without time-

consuming data conversions

AUTOMATION: Automate recovery run books, and start, 
stop recovery orchestration for multi-tier applications

COMPLIANCE: Be compliant to business continuity mandates 
with audit reports and non-disruptive recovery rehearsals

FLEXIBILITY: Easy integration into existing environment 

and cloud technologies

Why choose Veritas Resiliency Platform
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Site WideInfrastructureLogical

• Software defect
• User Error
• Data Corruption
• Ransomware
• External (DDoS)
• Internal (Sabotage)

• Compute
• Storage
• Network
• Cloud Platform
• Environmental

• Utilities
• Telecom
• Catastrophic Weather
• Geological Event
• Personnel
• Political Unrest

Threats to IT Resiliency
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Financial

Prioritizing investments in IT and 

justifying spend

Establishing a unified continuity 

strategy across disparate technologies 

& platforms 

Ensuring your applications as well as 

your information are readily available at 

the time of a disaster

Challenges to Adopting IT Resiliency

Heterogeneous 

Infrastructure

Validation &

Compliance
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How does Resiliency Platform 
solve the Business Challenge?
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How Does Resiliency Platform Work In Your Environment?
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Virtual Appliance:
Resiliency Mgr

Infrastructure Mgr

NetBackup

Custom

InfoScale 
Enterprise

Virtual Appliance:
Resiliency Mgr

Infrastructure Mgr

Traditional Private 
Cloud
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VM
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VMVM

VM

Virtual Replication 
Appliance

Virtual Replication 
Appliance
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Primary Use Cases 

On-premise VMware to On-premise  VMware
On-premise Hyper-V to On-premise Hyper-V 

On-premise VMware  to Cloud
On-premise Hyper-V to Cloud

1 2

3

Service Providers offering DRaaS
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Key Features 
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Simplified Configuration & Navigation
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Resiliency Group Creation 
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Virtual Business Services 
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Reports:  Activities & Risks 
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Scheduled Reports 



Resiliency Platform 
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Comprehensive Resilience 
VMware and Resiliency Platform 

SRM

vSphere
Replication

Data Movement for vSphere 
virtual machines

Site recovery for VMware 
environments:  vCloud and
AWS

Single tool for multi cloud resilience 
- Use VMware tools without compromising 

resilience
- Cloud integration with no format 

conversion
- Virtual Business Service, Resiliency 

and Evacuation Plans 
- Automated Rehearsals and 

clean-up



APTARE IT Analytics

IT Analytics with Chargeback and Capacity Planning 
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Any Cloud
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What is APTARE IT Analytics?

Unified IT Analytics

Any Storage Any Backup
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APTARE IT Analytics – How Does It Work?

Collect meta-data from 
IT assets On-Prem and in 
the Cloud (Applications, 

Backup, Hosts/VM’s, 
Network & Storage)

COLLECT

Correlate that data to 
track full end-to-end IT 

relationships against 
business data

CORRELATE

Present analytics and 
adaptive intelligence by 
business unit, or global 
on-prem and cloud IT 

environments.

PRESENT

Provide actionable insights 
to plan & optimize 

capacity, mitigate risk, 
streamline compliance and 

significantly reduce IT 
costs

PROVIDE

1 2 3 4



Data Collection: Agent-less

FILE SYSTEMS & 
APPLICATIONS

Linux, Oracle,
Unix, Veritas,

Windows, SQL Server, 
Exchange

STORAGE
Dell EMC, Hitachi, HPE
Huawei, IBM, INFINIDAT, NetApp, 
Oracle, Pure Storage

BACKUP/REPLICATION
Avamar, Azure Backup, Backup Exec, 
Cohesity, Data Domain, FlexClone, 
Data Protector, NetBackup, 
NetWorker, Oracle RMAN, Rubrik, 
Simpana, SnapMirror/SnapVault, 
Tivoli Storage Manager, Veeam

NETWORK STORAGE
EMC, Hitachi Vantara, 
NetApp, Linux, Unix, 

Windows

OPERATING SYSTEMS
Linux, Unix, Windows

SDK – BACKUP, STORAGE, 
CLOUD

Quickly create data connectors for 
emerging technologies

VIRTUAL
ENVIRONMENTS

ESX, ESXi,
vCenter, vSphere, IBM 

VIO, Solaris

MULTI-PATHING
Device Mapper Multipath for Linux,

EMC Powerpath, Hitachi Dynamic Link 
Manager, Veritas DMP

VOLUME MANAGERS
HP-UX, IBM AIX, Linux, 

Veritas Volume Manager  

SAN SWITCHES
Brocade, Cisco,
EMC, McData

PUBLIC CLOUD
AWS
Azure

APTARE Agentless Data Collector

PRIVATE CLOUD
Dell, Cisco, EMC, Hitachi 
Vantara, IBM, OpenStack
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IT Resource Optimization / Reclamation Analytics
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Improve Service Delivery by Monitoring Service Level Objectives
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Cost Recovery / Chargeback for IT Resource Consumption
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IT Resource Capacity Planning
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Inventory View
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Incorporation of Public & Private Cloud
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Unified Application Views: On-Prem & Cloud



• APTARE provides a single pane of glass

• Covers On-Prem & Hybrid Cloud Storage

• Actionable Insights to:

–Optimize Storage Costs

– Identify & Mitigate Risks

–Make Compliance Easier & Faster
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Conclusion

Unified IT Analytics



Q & AQ & A
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Thank you!
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